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Did you know that over 1.5 million UK businesses were impacted by cyber attacks in 2023, with an estimated cost of 

£30.5bn? Despite this, only 55% of businesses in the UK have a formal incident response plan, often because they 

lack the internal expertise and resources. That’s why MarkelTech offers better-than-ever support for tech businesses 

to prevent, mitigate and recover from cyber attacks.

MarkelTech’s cyber solution gives your clients the specialist knowledge, tools and support they need to protect 

themselves from the ever-evolving threat of cyber attacks. Our suite of tools helps tech businesses reduce their risk, 

stay in business and make a fast recovery when the worst happens.
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Cyber training 

Online access to cyber training to ensure policyholders 

and their staff have the right knowledge, skills and 

practices to reduce the risk of cyber crime.

Cyber knowledge hub 

Designed to support technology businesses to learn and 

implement best cyber practices. Access to continuous cyber-

specific training and knowledge sharing via an online hub.

Cyber risk management toolkit 

Accessible online, MarkelTech’s eRiskHub provides a 

variety of tools to support technology businesses in 

proactively implementing their cyber training and reducing 

their cyber risk exposures. 

Cyber incident response service (24/7) 

MarkelTech policyholders have phone access to a team  

of specialists who can support and mitigate the impact  

of a cyber breach.

Cyber crime: PR crisis management 

To help manage the reputational impact, policyholders 

have access to dedicated crisis and PR management in the 

event of cyber crime.

Our 24/7 Cyber Incident Response Service goes beyond 

insurance, giving your tech clients immediate cash support 

to help mitigate risks. We’ll provide up to £10,000* of 

emergency costs, and in the event that a claim is invalid,  

your client won’t need to pay it back.  

Comprehensive first and third-party coverage 

available worldwide

 – Cyber and privacy liability including 

mitigation costs 

 – Business interruption 

 – System and data rectification costs 

 – Regulatory investigations and fines 

 – Data extortion 

 – PR crisis management 

 – Cyber crime

 – 24/7 Cyber incident response service

 – Primary & excess layer coverage available

Disclaimers  Please always refer to your policy documents for full details of services, exclusions, terms and limits of your customised cover. Worldwide cover - Please note there is a 
£10,000 minimum premium requirement for international exposure cover - in some cases there will also be minimum revenue. Cover availability will vary depending on the country. 
Sanctioned territories are excluded in all policies. 

All information accurate at the time of production May 2024. 
This document is a guide for intermediary reference only. It is not a policy document and provides only general descriptions and information. Please consult with your underwriter or 
refer to the policy wording for full details of all binding policy terms and conditions. Markel (UK) Limited is an appointed representative of Markel International Insurance Company 
Limited (Reference number: 202570), which is authorised  by the Prudential Regulation Authority and regulated by the Financial Conduct Authority and Prudential Regulation 
Authority. Registered Office: 20 Fenchurch Street, London, EC3M 3AZ. Registered in England No. 2430992 


